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# 

# Purpose

The purpose of this policy is to identify all issues of the software installation processes. It is also created to minimize the risk of the exposure of sensitive information, unlicensed software exposure, and malware distribution.

# Scope

This policy applies to all <Company> employees, contractors, third parties who access internal information and business processes.

# Responsibilities

**ISMS Manager:**

1. Manage software installation process;
2. Create a list of all current software used in the company with SOC Analyst;
3. Create the Software Blacklist with SOC Analyst.

**SOC Analyst:**

1. Create a list of all current software used in the company with ISMS Manager;
2. Create the Software Blacklist with ISMS Manager;
3. Monitor the suspicious activity associated with the software installation;
4. Prepare a report on critical information security incidents;
5. Escalate actual true positive events to the Incident Management team.

**Incident Management Team:**

1. Respond to the security incidents in time.

**Security Engineer:**

1. Set up security configurations on the network equipment;
2. Connect log sources with <SIEM>, and confirm the existence of alerts;
3. Continuously improve the security system.

# Policy

Employees have to refer to the <Company> Software Blocklist.

## Installation and support of software

The Asset Manager is exclusively responsible for installing and supporting all initial software on the corporate equipment. The Asset Manager relies on installation and support to provide software and hardware in good operating conditions to employees so they can best accomplish their tasks.

## Licensed software

It is the responsibility of the Asset Manager to ensure all licensing is accurate and up to date. To address this problem, Asset Manager is responsible for purchasing software licenses for the following software categories:

1. Desktop operating system software (Windows, Mac OS).
2. Productivity tools package (<VPN, EDR, etc.>).

The other software categories are the purchasing responsibility of the workgroup in which they serve. However, the application(s) are still installed and supported.

## Unlicensed software

1. Keep track of that if the software needs a license. Many applications can be installed only in case of paying the initial/monthly/annual fee. The exception is, of course, the “freeware” or “public domain software.”
2. Shareware or trial packages must be deleted or licensed by the end of the permitted free trial period.
3. Some software is limited to free use by private individuals, whereas commercial use requires a license payment, so do not risk bringing <Company> into disrepute by breaking the law.

## Unauthorized software

1. Employees can install software on corporate equipment only for professional usage.
2. It is restricted to downloading, installing, or using unauthorized software because it can cause severe hardware and network security vulnerabilities.
3. Software packages that permit the computer to be ‘remote-controlled’ (e.g., PC anywhere), ‘hacking tools’ (e.g., network sniffers and password crackers), and any kind of not corporate VPN are explicitly forbidden on equipment unless they have been pre-authorized expressly by management for legitimate business purposes.

## Exception

1. Pentester Team is allowed to install malicious or any type of software or files as a part of their work only on virtual machines or using an isolated network provided by <Company>.

# Disciplinary actions

Employees who violate this policy may face disciplinary consequences in proportion to their violation. Management will determine how severe an employee’s offense is and take the appropriate action.

# Change, Review, and Update

This policy shall be reviewed once every year unless the owner considers an earlier review necessary to ensure that the policy remains current. Changes to this policy shall be exclusively performed by the ISMS Manager and approved by the ISMS Committee.

# Responsibility

This is the responsibility of the ISMS Manager to maintain and make sure everyone is aware of this policy.

# Reference

* ISO 27001 Annex A.12.5.1 Installation of software on operational systems
* ISO 27001 Annex A.12.6.2 Restrictions on software installation
* ISO 27001 Annex A.18.1.2 Intellectual property rights

# Related Documents

* <Company> Risk Assessment